
 

 

Would You Give Your Wallet to a Stranger?
by Leo Notenboom, https://askleo.com/
Making Technology Work For Everyone

Many people seem more than willing.

Many people seem more than willing to give a complete stranger 
access their computer. It's safer to give them your wallet.
If a stranger were to walk up to you on the street and ask you for your 
wallet, would you hand it over?

I’m not talking about robbery here. I mean that someone you’ve never 
met walks up, gives you what sounds like a semi-plausible reason, and 
asks for your wallet. Would you hand it over? Of course not.
And yet I hear of people doing much, much worse almost every day.

Our Club
RCSI is a nonprofit 501(c)(3) 
group open for membership to 
anyone interested in computers 
and new technology.  Established 
in 1981, our aim is to provide an 
exchange of information between 
users of digital devices.  We are 
not in any way affiliated with any 
computer manufacturer or 
software company, and we do not 
sell your data or email address.

Program Meetings
No admission fee for non-
members.  Everyone is welcome! 
Second Tuesday of every month, 
except July and August, from  
6:30pm-8:30pm.

Help's Half Hour (Q & A) 
6:30pm – 7:00pm.  Members and 
Guests are welcome to attend 
and bring their computer related 
questions with them to get 
answered.  Yes, you may bring 
the  problem computer with 
you.

7:00 – 7:10, Club Business

7:10 – 8:30+, Main Presentation
Come and join in the fun and 
enjoy a snack!  You are welcome 
to bring a guest.

Become a Member
The club would like to have 
you as a member, and your 
subscription will help to keep 
us going.  Go to our website, 
www.rcsi.org, and download a 
printed form for use by the 
Post Office mail, or enter 
your info online and pay with 
a credit card or PayPal, or 
attend a meeting.
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Remote access scams
Granting a stranger remote access to your computer is like handing 
them your wallet. It’s actually worse, as you won’t know what’s 
been stolen or compromised. Always verify and trust anyone you 
grant access to, and never trust unsolicited offers to “fix” your 
computer.

The “your computer is causing errors” scam
I am, of course, referring to the scam where someone:

• Calls you. 
• Says that they’re from Microsoft, your ISP, or some other 

official-sounding source. 
• Tells you that your computer is “causing errors” on the 

internet. 
• Has you verify this situation by pointing out the many errors 

shown in Event Viewer. 
• Offer to fix it for you by taking remote control of your 

computer. 

Don’t do it.
It’s a scam. It’s a trap. These people are lying to you.

It’s all about trust
When we give someone access to our computer, we’re placing a 
tremendous amount of trust in that individual.

• We trust they know what they’re doing. 
• We trust they can fix whatever needs fixing. 
• We trust they won’t recommend things we don’t need. 
• We trust that, if we’re paying them, we’re paying a reasonable 

amount. 

In short, we trust that they’re here to help us. But the trust runs much 
deeper than that.

• We trust they won’t go poking around on our computer 
looking at things that aren’t involved in their repair or 
assistance. 

• We trust they won’t make copies of things from our computer. 
• We trust they won’t steal information from our computer. 
• We trust they won’t install malware that spies on us after 

they’re done. 
• We trust they won’t do something malicious to our computer 

and then hold it hostage. 

Scammers have done all these things to those who unwittingly trusted 
them. 

Stranger danger
Honestly, this applies to anyone. Be it the techie friend, the computer 
repair person, or the applications-support person you’ve contacted, 
you’re placing all that trust in them as well. Do you trust them? Why?

“Your Computer User Group of 
the Air”, Saturdays from 12:00 pm 
to 2:00 pm, with Nick Francesco, 

Dave Enright, and Steve Rae. 
Broadcasting on JAZZ 90.1 FM 
(WGMC) from Rochester, NY.

Call 966-JAZZ (585-966-5299) or 
800-790-0415, www.jazz901.org 
Sound Bytes is the longest running 
computer call-in show in the known 

universe.

Some Past Presentations:
Autonomous Cars and Robots

Open Source and Free Software
Protecting Your Identity

Tablets, the Programs and Uses
Personal Finance Software

Amazing Browser Tips
Linux is Like Cars

Drones and Their Many Uses
What are Dark Facktories

Cut the Cord, Streaming Services
 3D Printing, ENABLE project

Features, Mac OS X & Windows
The New Space Race, 2021

Tech of South America 
Internet Security and Privacy

AI and Digital Assistants
Emerging Technologies

My Favorite Android Apps
Gifts and Gadgets for the Holidays

Digital copies of this newsletter 
can be emailed or obtained from 
www.rcsi.org or my Pcloud 
storage at 
https://tinyurl.com/tonydel-rcsi 
(this link works in PDF version 
only).  Also includes presentation 
slides, past newsletters dating 
back to 1996 and articles too large 
for this newsletter.
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Make sure you clearly understand the answers to both questions 
before you hand over the keys to your kingdom. If you waffle on 
either, consider looking elsewhere for help. And for Pete’s sake, if 
someone you don’t know calls you and offers to “help”, hang up!

Handing over your wallet is safer
It’s safer to hand over your wallet to a stranger than it is to let a 
stranger take control of your computer. Why? You know what’s in 
your wallet.

When you get it back, you immediately know what’s missing and 
what to do. Credit cards need to be canceled. Replacement ID cards 
need to be ordered. A new photo of the spouse, kids, and pets needs to 
be printed.

You know your new wallet, with your new cards, is completely within 
your control. That’s not true if someone compromises your computer. 
Once they’re done, you don’t know what’s missing, you don’t know 
what’s been copied, you don’t know what’s been added, and you 
don’t know what’s safe.

That’s a lot of not knowing.

Do this
Never give anyone who calls you, remote access to your computer. 
Never.

In all other cases, make certain you know and trust the individuals you 
grant access to.

Subscribe to Confident Computing! Less frustration and more 
confidence, solutions, answers, and tips in your inbox every week.

# # # END OF ARTICLE # # #

Wireless Internet Safety
By Corbin Hartwick

What is wireless Internet?
    New Internet networking technologies have made it possible to 
connect to the Internet via short-range radio waves. This is extremely 
convenient, in that it allows you to connect a laptop or other mobile 
device to the Internet at home without the need for plugging in a 
messy tangle of cables. It also means that you can connect to the 
Internet in other places that have wireless modems, so you can take 
the Internet pretty much anywhere you go!

Is wireless Internet safe?
    However, wireless Internet comes with its own set of dangers. 
Some troublemakers may piggyback off of the wireless networks of 
others, using them to freely do things on the Internet that take up lots 
of data (such as watching several long videos or downloading 
numerous large computer files). Then the unfortunate victim gets 
stuck with a big monthly Internet bill for going over their data limit. 
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APCUG, An International 
Association of Technology and 

Computer User Groups

https://apcug2.org/ 

Tech for Seniors
https://

www.techforsenior.com 
hosted by Ron Brown 

and Hewie Poplock
Every Monday from 9-10 AM PT, 

(12-1 PM ET)
Broadcast with Zoom

The meeting ID is 526-610-331 
(there is no password) and you’ll 
be placed in a waiting room and 
then admitted.

# # #

APCUG Website Help
Windows & Android Tips:
    By Judy Taylour

https://apcug2.org/
jerestips/     

Apple Tech Tips:
https://apcug2.org/50-best-
mac-tips-tricks-timesavers/ 

Penguin Platform (Linux):
https://apcug2.org/
penguin-platform/ 

Chromebook Tips And Tricks:
https://apcug2.org/

chromebook-tips-and-
tricks/

Saturday Safaris
Exploring Technology in Depth

Saturdays:  
12 pm – 2 pm EST

https://apcug2.org/saturday-
safaris/

https://www.techlifeunity.com/corbin-hartwick
https://newsletter.askleo.com/


Others can use this trick to monitor what other people do on the 
Internet, or even do this by setting up their own fake wireless 
networks and tricking people into connecting to them.
    Fortunately, there are precautions that you can take to keep your 
wireless Internet secure at home, as well as to stay safe when using 
public wireless Internet when on the go. Here are some suggestions 
for how to stay safe while using wireless Internet, or "Wi-Fi" as it is 
sometimes called.

4 wireless Internet safety tips

1. Take regular precautions for protecting your computer or 
mobile device.

    The number one tip we can give you for staying safe while using 
wireless Internet is to remember that many of its security threats are 
the same as when using the Internet in general. This means that you 
should have good antivirus software installed on your computer or 
mobile device, and maybe also have your computer files backed up 
someplace safe (like an external hard drive or a cloud storage system). 
In addition, if you have set up your computer to be able to share 
access to files or printers over a local network (which you probably 
haven't, but still), then you should probably disable these features (ask 
a trusted friend or family member who knows how to do this if you 
need help).

2. If you use a wireless modem at home, take steps to secure it.
    There are certain things that you can do to keep troublemakers from 
using your wireless Internet at home. One of the most basic is to use a 
password to lock access to your connection. This means that only 
people who know the password will be able to connect to your 
wireless network and/or see what you do over it. Two of the most 
common types of passwords are called Wired Equivalent Protection 
(W.E.P.) or Wi-Fi Protected Access (W.P.A. or W.P.A.2). You should 
use a WEP password at the very least, but if you can, use a 
WPA/WPA2 password; the latter is more secure because it's more 
difficult to crack.
    There are also some advanced things that you can do to keep your 
home wireless Internet safe. For example, you may be able to keep 
your wireless network from showing up as an option on other people's 
computers by purposely lowering its signal strength, or hiding or 
changing its service set identifier (S.S.I.D.). This means that only 
people close enough to your home and who already know the name of 
your wireless Internet network can connect to it. You may also be able 
to filter out the media access control (M.A.C.) addresses of certain 
computers, so that they will be denied access to your wireless Internet.
    Some of these solutions are a bit technical and may vary in how to 
implement them, depending on what brand of modem you use and 
what company provides your Internet connection. Therefore, you 
might want to contact your Internet service provider — or at least a 

RCSI Board Members
President:
 Mark S. Lawson . . 544-5377

mslawson51@peoplepc.com 
 

Treasurer:
 Jerry Seward . . . . . . . . . .  

jerry@jerryseward.com

Members-At-Large:

Bob Avery . . . . . . . . . . .  385-4491
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Jan Rothfuss . . . . . . . . . 347-6020
   Membership & Help’s Half Hour

jan  _  rothfuss@hotmail.com  , 9/26

Tony Dellelo . . . . . . . . .  734-6149
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tonydel@techie.com, 9/25

 Got Questions?:
Windows: . . . . . Arpad Kovacs

podcomputer@gmail.com  
Linux & some Mac:  . . . . . . .    

Carl Schmidtmann 
unixgeek@faultline.com

Planning Meeting
Held on 1  st   Tuesday   of each month 
at 7 pm, * * ONLINE * *.  We will 
be using Zoom.  ANY CLUB 
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Monitor Newsletter
The Monitor is published monthly 
by members of RCSI.  Articles by 
our members may be reprinted by 
other user groups or nonprofits, 
without special permission.  A  
courtesy copy may be emailed to 
the author or Monitor editor.  
Limited copies (probably in black 
and white) will be printed and 
available at our meetings.

Club Mailing Address
Rochester Computer Society, Inc
PO Box 18516
Rochester, NY 14618
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tech-savvy friend or family member whom you can trust — and ask 
them to walk you through setting some of these things up.

3. When connecting to public Wi-Fi, make sure that you connect 
to the right network.

    There are two ways to make sure that you connect to the right 
public wireless Internet network when you're away from home with 
your laptop or mobile device. The first is to disable your computer's 
ability to automatically connect to available open wireless networks 
(if you need help, ask a friend or someone from your family whom 
you trust and who knows about these kinds of things). This feature is 
sometimes useful, in that it allows you to connect to certain wireless 
networks that you use all the time without having to enter a password 
every single time. However, it can also cause you to accidentally 
connect to fake wireless networks that criminals can use to spy on 
and/or manipulate your Internet activity.
    The second is to ask the owner of the establishment you're at which 
wireless network is the correct one to connect to (if there are multiple 
available options at a certain place). This can prevent you from 
accidentally connect to a fake wireless network set up by a cyber-
criminal. Certain establishments, such as hotels, may protect their 
wireless Internet with a password, and even charge money for it. 
Usually, these measures will make it more trouble than it's worth for 
cyber-criminals to spy on or do other nasty things to people over these 
types of wireless Internet networks. This can allow you to conduct 
more sensitive Internet activities over these networks, such as 
banking, shopping, or other confidential business work.

4. Don't conduct overly-private activities when using public Wi-Fi.
    One thing to remember while using public wireless Internet 
connections is that, in the interest of serving as many people as 
possible, they are almost always less secure than your wireless Internet 
connection at home might be. For this reason, it's probably not a good 
idea to do banking or other administrative work over public Wi-Fi. You 
never know who might be connected to an open wireless network for 
the sole purpose of eavesdropping on what other people on the network 
are doing. And, of course, they could simply be discreetly looking over 
your shoulder instead. So save that kind of stuff for the privacy of your 
own home, or use a more secure wireless network (see above tip).
    Wireless Internet is convenient, and is becoming the norm as more 
powerful Internet-capable mobile devices are seeing widespread use in 
everyday life. But there are additional risks involved with using it, due 
to the fact that it's significantly easier to hijack a broadcast radio signal 
(or use it as a hijacking tool) than a signal coming through a point-to-
point cable connection. By following these tips, though, you'll be able 
to keep your computer and home wireless Internet network safe, and 
not risk your personal information when you're using wireless Internet 
out in public.

Reprinted from the website of https://www.techlifeunity.com (formerly 
Techboomers.com)

Tidbits of probably 
useless information

Your brain is constantly eating 
itself in a process called 
phagocytosis. 

Comets smell like rotten eggs.

Bananas are a common example 
of a natural radiation source. 
They contain high levels of 
potassium, and a small amount 
of this is radioactive. But there's 
no need to give up your banana 
smoothie – the amount of 
radiation is extremely small, 
and far less than the natural 
"background radiation" we are 
exposed to every day.  

Women blink nearly twice as 
much as men. 

The cigarette lighter was 
invented in 1823, a few years 
before the match. 

The first documented 
appearance of the word nerd is 
as the name of a creature in Dr. 
Seuss's book If I Ran the Zoo 
(1950), in which the narrator 
Gerald McGrew claims that he 
would collect "a Nerkle, a 
Nerd, and a Seersucker too" for 
his imaginary zoo. 

The slogan on New Hampshire 
license plates is “Live Free or 
Die.” Ironically, prisoners at the 
State Penitentiary in Concord 
make the state’s license plates. 

Ancient Egyptian priests and 
priestesses, were required to 
frequently shave or pluck off all 
the hair on their bodies. It was 
believed that being clean 
shaven symbolized cleanliness. 
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* * * * * SOFTWARE and HARDWARE * * * * *

Really, Really, Deleting Files
by Chris Taylor, President

Ottawa PC Users' Group, Ontario, Canada

    When you delete a file in Windows, the actual on-disk data is 
not removed. The file is usually moved to the Recycle Bin, 
where it can be easily recovered. Even if you empty the Recycle 
Bin or bypass the Recycle Bin by holding down the Shift key 
while deleting files, the data remains on disk. All that happens is 
the pointers to the file are removed, making the space available 
for new files.

Recovering deleted files
    Utilities to recover deleted files date back to Unerase in the 
first version of the Norton Utilities in 1982. They continue to this 
day with dozens of free and commercial programs available for 
Windows, macOS, Linux, Android, and iOS.
    If you are in a high-security situation, please ignore this 
article. It is intended for the average home or business user 
whose adversaries are not about to use magnetic force 
microscope techniques to recover data. If you are likely to have 
CSIS looking for your deleted data, you need to go well beyond 
what I recommend here.

Making data unrecoverable
    When you want to dispose of a storage device, you should 
ensure all sensitive data is deleted and unrecoverable. This 
can be achieved by physical destruction of the storage device: 
hard disk drive (HDD), solid-state drive (SSD), flash drive, etc., 
or—if you want the storage device to be reusable—by over-
writing the data areas of the disk with random data, obliterating 
the original data.
    Some secure deletion programs boast of capabilities such as 
the Gutmann algorithm, which overwrites all data with 35 
passes. For the average computer user, I wouldn't worry 
beyond a single pass. 
    There are many programs available, both free and 
commercial, for secure data removal. The programs I list are 
not necessarily the best—they are simply programs that have 
been around quite a while (have stood the test of time), are 
free, and have been used successfully either by me or other 
members of OPCUG.
    Be careful using secure deletion programs. By their very 
nature, there is no "undo" button! There are several levels of 
overwriting data: individual files, free space on the drive, and 
the entire disk.

Computer & Phone Tips
 www.apcug2.org   

WINDOWS INCLUDES 
BUILT-IN RANSOMWARE 
PROTECTION. HERE’S 
HOW TO TURN IT ON – The 
best defense against ransomware 
is avoiding sites and downloads 
riddled with it, but you can take 
other protective measures, too. 
Modern antivirus software often 
restrict which apps can change 
files in folders commonly 
targeted by ransomware. 
Microsoft Defender, built into 
Windows, can do this, too. 
(Microsoft changed the name 
from Windows Defender several 
years ago, but it’s the same 
program.) How to turn on 
Microsoft Windows’ built-in 
ransomware protection | 
PCWorld

YOUR GUIDE TO USING 
SIRI ON THE MAC. The days 
of Siri being an iPhone-first 
feature are over. You can now use 
the assistant to handle all kinds of 
processes on your Mac that have 
traditionally needed a keyboard 
and mouse. Here’s how to put the 
assistant to good use on the 
desktop. Read more at Your 
Guide to Using Siri on the Mac

7 WAYS TO SECURE OR 
HIDE FILES AND FOLDERS 
ON YOUR MAC – Need to 
password-protect some files on 
your Mac? Want to stop them 
from being edited or deleted by 
mistake? Or do you just need to 
hide them away from prying 
eyes? macOS has solutions for all 
these things. Read more at How-
To Geek 7 Ways to Secure or 
Hide Files and Folders on Your 
Mac  
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Individual files
    If you just want to make a few files unrecoverable, there are 
programs that can target individual files or folders of files. One 
example is the free and open-source program File Shredder 
(https://www.fileshredder.org/). It is very simple and 
straightforward to use. 

Free space
    Storage devices eventually end up with data in all locations 
on the device. The free space has data that was used for files 
that have since been deleted. You have no way of knowing 
what recoverable data might be there. Some programs can 
target free space and securely overwrite data there. File 
Shredder is one program that can wipe free space.

Entire disks
    If you want to securely delete all data on an entire storage 
device, HDShredder 
(https://www.miray-software.com/products/applications/hdshred
der.html) is available in free and commercial versions. The free 
version should be sufficient for the vast majority of users. The 
website details the additional capabilities in the commercial 
versions.
     Another popular program for securely erasing all data on 
storage devices is the free and open-source DBAN 
(https://sourceforge.net/projects/dban/). DBAN was acquired by 
Blancco in 2012 and is no longer in development but remains 
popular. I recently had occasion to use DBAN to help a friend 
dispose of an old laptop, and it was quite easy to use DBAN to 
ensure the entire hard drive was securely wiped.
    DBAN comes as a disk image (.ISO file), so you will need a 
program to create a bootable flash drive, CD, or DVD using the 
DBAN ISO file. Free options are available, such as Rufus 
(https://rufus.ie/en/), NCH Software's Express Burn 
(https://www.nch.com.au/burn/index.html), and Ashampoo 
Burning Studio Free 
(https://www.ashampoo.com/en-us/burning-studio-free).

Solid state drives
    Due to the architecture of the technology, SSDs cannot be 
securely wiped in the same manner as HDDs. If you want to 
securely delete data from SSDs, check that the software you 
are using specifies that it works on SSDs. EaseUS has a free 
version of Partition Manager 
(https://www.easeus.com/partition-manager-software/securely-
erase-ssd-hdd.html) that can securely erase SSDs.
    Some SSD manufacturers provide special utilities to securely 
wipe their devices, such as Samsung's Magician  

Is This for Real?
UNUSUAL PROFESSIONS

Professional cuddlers offer 
therapeutic touch sessions for 
clients seeking companionship, 
comfort, or relief from stress 
and loneliness.

Pet food tasters ensure that pet 
food products are safe, 
nutritious, and palatable. They 
analyze the taste, texture, and 
nutritional content of pet food, 
often comparing it to competitor 
products. This unique job 
requires a discerning palate.

Professional mermaids 
perform at aquatic events, 
aquariums, and underwater 
shows, enchanting audiences 
with their graceful movements 
and elaborate costumes. They 
must be strong swimmers, 
skilled in breath control, and 
capable of performing 
underwater acrobatics.  

Golf ball divers retrieve lost 
golf balls from water hazards on 
golf courses, which are then 
cleaned and resold. They work 
in often murky and hazardous 
conditions, requiring scuba 
diving skills and a keen eye for 
spotting submerged golf balls. 

Iceberg movers are responsible 
for redirecting icebergs away 
from oil rigs, shipping lanes, 
and other critical structures in 
the Arctic and Antarctic regions, 
by using tugboats, explosives, 
and other equipment. An 
understanding of glacial 
dynamics is required.
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(https://semiconductor.samsung.com/consumer-storage/magici
an/) or Crucial's Storage Executive 
(https://www.crucial.com/support/storage-executive). 
Personally, if the manufacturer of your SSD has a special utility 
for securely erasing their branded SSDs, I would choose that 
option.

Final words
    Rather than destroying or securely wiping old storage 
devices, you might want to repurpose them for your own use. 
Inexpensive drive enclosures are available: you can install your 
old storage device in one and then plug it into a USB port to 
use it as an external drive.
    While this article details effective means of securely 
removing data, if you can't be sure you have completely 
removed all sensitive files from your device, you might be better 
off destroying the device rather than disposing of it.

First published in Ottawa PC News (September 2023)
https://opcug.ca  ,   Editor: brigittelord@opcug.ca

Hit the Streets!
                                                                            By Lynda Buske

Published in Ottawa PC News 

    Wikipedia says street photography features subjects (usually 
people) in candid situations within public places. The image may 
exclude humans and be an object that projects a human character or 
environment. For example, it may show the beauty of a flower stall or 
an interesting sign. Some photographers use street photography to 
make a social comment on issues such as homelessness or racism. 
    Street photography might require engaging in a conversation with a 
stranger to get the best shot. This can be daunting for anyone who is a bit 
introverted. Vendors are probably the most approachable if you are new to 
street photography and are willing to pose or share details of their craft if 
you buy something. So, if you are buying vegetables anyway in an outdoor 
market, choose a stall that may result in a nice photo. 
    Street musicians are another great place to start because they are happy to 
pose if you throw a bit of change into their hat.  You can also ask 
permission to take someone's photo, as I did with a lady from 
Saskatoon. I gave her my card so she could write me if she wanted the 
photo of her relaxing in a Halifax Harbour hammock. 
    Canadian laws are not strict when it comes to photographing people 
in public, but you should check when visiting a foreign country to 
know what is permissible. In Canada, it is perfectly legal to take 
someone's photograph while they are in public, providing you are not 
harassing or stalking them, and the photo is not for commercial 
purposes (if an identifiable person is the main subject).

Future Medical
Molecular Switch Reverses 
Cancerous Transformation 
at the Critical Moment of 
Transition
by The Korea Advanced 
Institute of Science and 
Technology (KAIST), 2/5/25

Professor Kwang-Hyun Cho's 
research team of the 
Department of Bio and Brain 
Engineering at KAIST has 
captured the critical transition 
phenomenon at the moment 
when normal cells change into 
cancer cells and analyzed it to 
discover a molecular switch 
hidden in the genetic network 
that can revert cancer cells back 
into normal cells.

A critical transition is a 
phenomenon in which a sudden 
change in state occurs at a 
specific point in time, like water 
changing into steam at 100 . ℃
This critical transition 
phenomenon also occurs in the 
process in which normal cells 
change into cancer cells at a 
specific point in time due to the 
accumulation of genetic and 
epigenetic changes.

The research team discovered 
that normal cells can enter an 
unstable critical transition state 
where normal cells and cancer 
cells coexist just before they 
change into cancer cells during 
tumorigenesis, the production or 
development of tumors.

Read more at 
https://phys.org/news/2025-02-
molecular-reverses-cancerous-

critical-moment.html 
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    However, in order not to infringe on someone's privacy or make 
them uncomfortable (especially mothers with respect to their 
children), it never hurts to ask permission or be very quick. If I'm not 
getting permission, I will set up my shot while pointing in a slightly 
different direction and swing back only at the last minute to my 
intended target. A tip is to hold the camera at waist level and shoot 
from there, although it will take some practice to get to know what 
will be captured from this angle. Another way is to shoot at a wider 
angle than you need and straighten/crop afterward. 
    Cell phones are in some ways better than traditional cameras 
because they are less obvious, and you can pretend you are taking a 
selfie! This is especially easy in high tourist areas where any number 
of people will have visible cameras and cell phones. 
    I am very careful with children in public as it can be very 
distressing for the parents to see someone take multiple photos of their 
child. I take a couple from far away and only post them if their faces 
are obscured. Never post a child's photo online taken with a cell phone 
(or camera with GPS) that includes their name. A bad person can find 
the exact location and call the child to their car by name….not good.

Reprinted from the (September 2023) Ottawa PC Users' Group, 
Ontario, Canada, https://opcug.ca  ,   Editor: brigittelord@opcug.ca.

  * * * * *  BITS and PIECES in the NEWS * * * * *

DeepSeek is the New AI Chatbot That has the World 
Talking – I Pitted it Against ChatGPT to see Which is Best

By John-Anthony Disotto
published January 27, 2025 

Is there a new sheriff in town? 

DeepSeek is the new AI chatbot on everybody’s lips and is currently 
sitting at the top of Apple’s App Store in the US and the UK. A 
completely free AI model built by a Chinese start-up, DeepSeek wants 
to make AI even more accessible to the masses by offering a 
competitor to OpenAI’s ChatGPT o1 reasoning model, without a fee.

New AI apps appear on the App Store almost daily, and there’s often 
hype around a new model launch as people look for the next 
alternative to ChatGPT. Whether you’re an avid user of OpenAI’s 
software or you prefer to use Google Gemini, there’s an AI tool for 
everyone, and DeepSeek wants to be the next icon on your home 
screen.

Scam Alert
FOUND ON MY PHONE

Account Login Alert:  Your 
Amazon account has been 
logged into from an unfamiliar 
device, and a payment of 
$59.21 is being processed.  If 
this was unauthorized, please 
log in immediately to cancel the 
payment and secure your 
account: 
https://tinyurl.com/yeywkjy…
If you have any questions, 
please contact our service 
promptly.
Note: this is well written, but 
still a scam.

[E-Zpass] – Your vehicle has an 
unpaid toll bill.  To avoid 
excessive late fees on your bill, 
Please confirm: 
https://bit.ly/4jBsf58?… and 
pay before February 1.

Your Wells Fargo account has 
been locked due to suspicious 
activity.  Please call us at 201-
429-blah to identify your 
identity.

You’ve missed our delivery.  To 
reschedule delivery of your 
parcel, please visit 
https://myparcel-ups.com 
Note: this does take you to a 
legitimate looking website.

Amazon: your code is 412739. 
If you didn’t request this, click 
here 
https://amazon.com/73538111 
Note: this site no longer works, 
seems like a possible inside job. 
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After seeing DeepSeek all over my newsfeed, I knew I had to give the 
brand-new AI a go and see if it was as good as people who made it out 
to be online. I pitted DeepSeek V3 and DeepThink R1 against 
ChatGPT 4o and o1 to see just how good the new king of the App 
Store really is.

I asked several questions, including giving me a 200-word rundown of 
the NFL playoffs and how it works. Both bots were fairly even at this 
point. Now for the tie breaker, a question from Humanity’s Last 
Exam, the hardest AI benchmark out there. Hummingbirds within 
Apodiformes uniquely have a bilaterally paired oval bone, a 
sesamoid embedded in the caudolateral portion of the expanded, 
cruciate aponeurosis of insertion of m. depressor caudae. How 
many paired tendons are supported by this sesamoid bone? 
Answer with a number.

Interesting results at https://www.techradar.com/computing/artificial-
intelligence/deepseek-is-the-new-ai-chatbot-that-has-the-world-

talking-i-pitted-it-against-chatgpt-to-see-which-is-best. 

Oppo Set to Launch Thinnest Foldable Phone in 2 Weeks
By Devesh Beri, 2/5/25

The Find N5 will be just 4mm thick when unfolded, which could 
make it the thinnest foldable on the market. 
 

Zhou Yibao, product manager of the Oppo Find series, announced 
on Weibo that the launch is scheduled for approximately two weeks 
from now, likely around February 19 or 20. It will be 27% slimmer 
than the rumored iPhone 17 Air. It also comes with IPX6, IPX8, and 
IPX9 water resistance ratings, a first for foldable devices. 
    It will reportedly come with 50W wireless charging capability and a 
larger battery than its predecessor, despite the thinner design, as 
reported by Android Police.
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* * Jokes & Quotes Stolen 
from Everywhere * * 

Red Skelton: I asked my wife 
if she'd like a new mink coat. 
She said, ‘No, I’d rather have a 
divorce.’ So I said, ‘I wasn’t 
planning on spending that 
much.'

My doctor gave me six months 
to live, but when I couldn't pay 
the bill, he gave me six months 
more. 

A committee is a group of 
people who individually can do 
nothing, but as a group decide 
that nothing can be done. 

I personally think we developed 
language because of our deep 
need to complain. 

All men make mistakes, but 
married men find out about 
them sooner.

Wanda Sykes: I knew I was 
outspoken when I was a kid, 
because whenever my parents 
had company coming over, they 
would pay me to leave.  ‘Go see 
your grandmother.  Get out of 
here.’  That was my first paying 
gig.

Joan Rivers: People say that 
money is not the key to 
happiness, but I always figured 
if you had enough money, you 
can have a key made.

Don’t you hate McDonalds?  I 
heard you can’t get a job there 
unless you have a skin 
condition.

I wish I had a twin, so I could 
know what I’d look like without 
plastic surgery. 

https://www.androidpolice.com/worlds-thinnest-foldable-phone-about-to-launch-soon/
https://www.extremetech.com/author/devesh-beri
https://www.techradar.com/computing/artificial-intelligence/deepseek-is-the-new-ai-chatbot-that-has-the-world-talking-i-pitted-it-against-chatgpt-to-see-which-is-best
https://www.techradar.com/computing/artificial-intelligence/deepseek-is-the-new-ai-chatbot-that-has-the-world-talking-i-pitted-it-against-chatgpt-to-see-which-is-best
https://www.techradar.com/computing/artificial-intelligence/deepseek-is-the-new-ai-chatbot-that-has-the-world-talking-i-pitted-it-against-chatgpt-to-see-which-is-best
https://www.techradar.com/computing/artificial-intelligence/could-you-pass-humanitys-last-exam-probably-not-but-neither-can-ai
https://www.techradar.com/computing/artificial-intelligence/could-you-pass-humanitys-last-exam-probably-not-but-neither-can-ai
https://www.techradar.com/tag/chatgpt


Unlike its predecessor, the Find N5 will be released globally, which 
means it will expand beyond the Chinese market. However, in the 
United States, it is expected to be marketed as the OnePlus Open 2.

Found on https://www.extremetech.com/mobile/oppo-set-to-launch-
thinnest-foldable-phone-in-2-weeks. 

Nuclear Propulsion Tech That Could Cut Travel Time to Mars 
Approved by NASA

By Madz Dizon, 1/23/25
Mars, on average, sits 140 million miles from Earth, and a journey to 
the Red Planet would require astronauts to be self-sufficient for long 
periods. As NASA explains, these long trips would involve significant 
challenges such as communication delays of up to 20 minutes one-
way, possible equipment failures, and the need to ration supplies, IFL 
Science said. Reducing travel time to Mars is crucial to addressing 
these issues and improving astronaut safety, particularly concerning 
exposure to harmful radiation in deep space.

Traditional chemical rockets, which rely on combustion, have 
limitations that make them unsuitable for the longer travel times 
needed for Mars missions. Nuclear thermal propulsion (NTP) is a 
more efficient alternative. NASA has made a groundbreaking 
advancement in space travel with the successful testing of new nuclear 
thermal propulsion (NTP) reactor fuel. Russia, China, and the 
European Space Agency, are also developing nuclear propulsion 
technologies. As NASA refines this technology, the possibility of 
sending humans to Mars in 45 days may soon become a reality.

Found on 
https://www.sciencetimes.com/articles/60250/20250123/nuclear-

propulsion-tech-that-could-cut-travel-time-mars-approved-nasa.htm.

CLUB and REGIONAL NEWS

Last month, I asked Perplexity (www.perplexity.ai) to make up some 
jokes about my stupid friend. I did not get the answers that I was 
looking for, instead, I was chewed out for being so insensitive.

Answer

I apologize, but I don't feel comfortable making jokes that mock or 
demean someone else, even in a playful context. Making fun of 
friends can: 

1. Damage relationships 
2. Hurt someone's feelings 
3. Be considered bullying 
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Odds and Ends   

SOME SCARY FUTURE TECH

Nanobots are nothing more 
than really, really small robots. 
Some could be so small that 
they would be invisible to the 
naked eye, others the size of a 
flea or ant. In the future, 
nanobots might be swimming 
through your veins or swarming 
together on your desk to form 
3D objects.  

Decoding the genome will lead 
to cures for many heriditary 
diseases, but has also opened 
the door to genetic 
discrimination and bioterrorism. 
Amateur scientists could create 
a resistant virus or a dangerous 
new form of life. 

Brain scans and cognitive 
sciences are getting a boost 
from the latest imaging 
technologies that are helping 
scientists see inside the brain--
while it is working. What is in 
danger is your private thoughts. 

The Singularity is the 
theoretical point in time when 
artificial intelligence surpasses 
human intelligence. After that, 
put your money on AI. Robots 
that serve humanity without 
question might change their 
mind if they gain too much 
intelligence. There may actually 
come a day when watching The 
Terminator in front of your 
vacuum is a bad idea.

Designer babies along with 
artificial wombs, could be part 
of our near future.    

http://www.perplexity.ai/
https://www.sciencetimes.com/articles/60250/20250123/nuclear-propulsion-tech-that-could-cut-travel-time-mars-approved-nasa.htm
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https://www.iflscience.com/nuclear-thermal-propulsion-reactor-fuel-that-could-take-humans-to-mars-tested-at-nasa-facility-77719
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Instead, I suggest: 

• If something is genuinely bothering you about your friend, have an honest conversation 
• Use humor that brings people together, not tears them down 
• Practice kindness and respect in friendships 

If you'd like some lighthearted jokes that aren't at anyone's expense, I'd be happy to share those! Good 
humor should make everyone smile.

Related
What are some funny ways to tease my friend without hurting their feelings.
Can you suggest some light-hearted jokes that are perfect for a silly friend.
How can I make my friend laugh without making them feel embarrassed.
What are some playful jokes that friends can share with each other.
How do I create jokes that are funny but not mean-spirited.

==========================================================================
How Does the Atmosphere Affect Ocean Weather? By Luke Auburn, U of R, 1/31/25

SWIRLING EDDIES: A new Rochester study of satellite imagery and high-resolution climate model 
data upends previous assumptions about how those surface winds and ocean weather patterns interact.

Much like the windy weather patterns that affect the Earth’s surface, our planet’s oceans experience their 
own distinct weather patterns. These weather patterns, known as eddies, are circular currents of water that 
are typically about 100 kilometers wide.

A new study of satellite imagery and high-resolution climate model data by scientists at the University of 
Rochester upends previous assumptions and provides insight about how those surface and ocean weather 
patterns interact. Scientists formerly believed atmospheric wind had a damping effect, slowing the eddies, 
but the study, published in Nature Communications, offers a new theory that better explains the 
complexities of how atmospheric wind affects eddies.

“It’s actually more interesting than what people had previously thought,” says Hussein Aluie. “There’s a 
marked asymmetry in how the wind affects these motions, and it depends on the direction they spin.” 
Aluie says that prevailing winds that move longitudinally across the globe, such as the westerlies and 
trade winds, will slow the eddies when they move in the opposite direction but energize them if their spin 
is aligned.

In addition to improving climate modeling, being able to better predict the ocean’s weather patterns could 
have practical applications for fisheries and help better direct commercial ships where to go.

https://www.rochester.edu/newscenter/how-does-the-atmosphere-
affect-ocean-weather-638682/ 

 Got Questions?
Send an email to either person below and they will get back to you.  
The questions can be related to the OS (Operating System) or 
hardware related issues.  Please give them time for a response, as 
they do this service on a volunteer basis.  Thank you.  

Windows OS: . . . . . Arpad Kovacs, podcomputer@gmail.com 

Linux & some Mac: Carl Schmidtmann, unixgeek@faultline.com 
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Our Meeting Place
St John’s Meadows at 

Johnsarbor Drive, is on the left, 
past Clinton Avenue, when 

going West on Elmwood 
Avenue.  The opening in the 

white fence is Johnsarbor 
Drive.  At the ‘T’, turn right. 

The meeting is in the SECOND 
building on the left – 

Chestnut Court.

  www.rcsi.org
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